
 

 

 

 

 

 

 

 

 

  

Group Cyber Security Officer / Specialist 

Job description – key points: 

 Protecting and ensuring the resilience of Group and subsidiaries data and IT systems 

 Utilise appropriate risk management tool(s) to manage, track and monitor ICS risks across the group and subsidiaries 

 Validating the accuracy of KRI’s and KCI’s and other risk ratings, as well as process designs, to meet policy requirements. 

 Oversee and challenge 1st line ICS risk proposal and risk-taking activities for Transaction Banking business 

 Maintaining relationships with key service and product owners within Security Technology Services to keep abreast of changes that may 
affect group operations and risk landscape 

 Overseeing and challenging to ensure group and subsidiaries projects with an ICS element are correctly managed via a formal secure 
development lifecycle 

 Identifying root causes for common risks and work with Security Technology Services to ensure sustainable improvements are proposed and 
actioned 

 Ensure risks are accurately reported to various stakeholders using available MI 

 Support the Third-Party Security Assessment team during 3rd party reviews 

 Determine security violations and inefficiencies by conducting periodic audits Upgrade our network and infrastructure systems  

 Implement and maintain security controls 

 Identify and solve potential and actual security problems 

 Assess the current situation, evaluating trends and anticipating security requirements 

 Keep users informed by preparing performance reports, communicating system status 

 Maintain quality service by following organization standards 

 Instilling a culture of cyber security within the Group 
 

Educational & Technical skills requirements: 

 University degree or higher; computer science, information systems or equivalent education 

 Proven work experience as a Cyber Security Officer or similar role 

 Hands-on experience analysing high volumes of logs, network data and other attack artifacts 

 Experience with vulnerability scanning solutions 

 Proficiency with antivirus and security software 

 Fluent in English 

 Profound understanding of applicable regulations 

 Able to work autonomously and as part of an international team 
 
 

Location: Belgrade, Serbia or Ljubljana, Slovenia  
 
If you are interested in this opportunity, please apply and send your CV in English on e-mail: HR_office@agrieurope.com.cy. 

AEC Banking Group reserves the right to contact selected candidates. 

AGRI EUROPE CYPRUS LTD, as a parent financial holding company, consolidates bank assets of our Banking Group, thus representing the leading financial 

holding company in the region that consists of the following recognised financial institutions operating in the territory of Southeast Europe: Gorenjska 

Banka, AIK Banka, Naša AIK Banka, MV Investment and GB Leasing. 

AEC Banking Group operates with a clear focus to meet the unique financial needs of all clients. It is a growth-oriented full-service financial institution 

serving businesses and individuals across SEE region, through extensive branch network. Over 1.200 employees provide personal services and full range 

of relevant financial solutions. The Group is pursuing growth in a responsible and sustainable manner, fostering social and economic well-being in the 

places where we live, work and give back. As the sound financial institution, dedicated towards sustainable growth and development, by sharing good 

practice, knowledge and experience and with rational strategic investments, we are focused on further enlargement of our presence and strengthening 

of our position within regional market and Europe. 

To enable us to support our significant growth, our office is currently looking for a motivated and experienced candidate for a position: 
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